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Abstract: Aeronautical communications systems are currently undergoing a modernization process. Analogue legacy systems shall be replaced with modern digital alternatives, offering higher bandwidth, increasing capacity and paving the way for Unmanned Aeronautical Vehicles (UAVs). One modern candidate technology is the L-band Digital Aeronautical Communications System (LDACS), enabling long-range safety-critical digital communications between aircraft and ground. As with any modern wireless communications system, LDACS is prone to cyber-attacks. These issues were addressed in former research, where a secure cell-attachment procedure for LDACS, based on a modified Station to Station (STS) Mutual Authentication and Key Establishment (MAKE) protocol, was proposed. However, as of now, its security has not been proven. The contribution of this paper is the formal verification of the executability and security of the LDACS cell-attachment procedure using the symbolic model checker Tamarin. The achieved results proved that the suggested cell-attachment procedure for LDACS is workable and enables secure communication between aircraft and ground.

1 INTRODUCTION

One of the main pillars of the modern Air Traffic Management (ATM) system is a communication infrastructure that enables efficient aircraft control and safe separation in all phases of flight. Current communication systems are technically mature but suffering from the Very High Frequency (VHF) band’s increasing saturation in high-density areas and the limitations posed by analogue radio communications. To overcome the capacity constraints of the legacy analogue systems, digitalization of aeronautical communications is necessary and currently underway (Mahmoud et al., 2014).

One of the candidate data link technologies for long-range terrestrial aeronautical communications is the L-band Digital Aeronautical Communications System (LDACS) (Schnell et al., 2014), which is a ground-based cellular digital aeronautical communications system for flight guidance and communications related to the safety and regularity of flight. It is currently under standardization in the International Civil Aviation Organization (ICAO) (International Civil Aviation Organization (ICAO), 2018a) and has been tested in experimental flight trials (Mäurer et al., 2021a). Figure 1 illustrates the assumed network architecture. An Aircraft Station (AS) connects to a LDACS Ground Station (GS), the transmission site, which can serve several hundred ASs. The GS connects via the secure LDACS sub-network to the global Aeronautical Telecommunications Network (ATN). Without an authenticated key establishment, an active attacker can send arbitrary messages to both, AS and GS.

LDACS is foreseen to support a multitude of Air Traffic Services (ATS) and Aeronautical Operational

Figure 1: LDACS network architecture.
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Control (AOC) services, all related to the safety and regularity of flight (Gräupl et al., 2020). To guarantee this, cybersecurity is one of the key requirements of LDACS and a cybersecurity architecture has been proposed in (Mäurer, N. and Bilzhause, A., 2018). Core of this architecture is the LDACS cell-attachment procedure, consisting of a cell entry procedure, where LDACS radios aboard the aircraft, establish contact with the ground counterpart, enabling basic communication. The second step of the cell-attachment procedure is the Mutual Authentication and Key Establishment (MAKE) protocol, establishing trust and a shared secret between AS and GS (Mäurer, N. and Bilzhause, A., 2018). The MAKE protocol assumes an existing Public Key Infrastructure (PKI) with certificates set up on all authorized AS and GS, similar to the deployed airport communications system Aeronautical Mobile Airport Communication System (AeroMACS) (Crowe, 2016).

A comparison of scientific literature with official aeronautical standards of systems (Aeronautical Radio, Incorporated (ARINC), 2007; Blanchet, 2017) reveals, that after an aeronautical system is specified and deployed, necessary changes due to newly found security vulnerabilities are rarely applied. For example (Blanchet, 2017) analyzes the ACARS Secure Message (AMS) secure session initiation scheme using ProVerif, which is a symbolic model checker, and reveals a possible replay attack not addressed in the standard, yet. This is why a formal proof of security of the cell-attachment procedure is paramount, before the LDACS specification is finalized.

The objective of this paper is to provide a formal prove of the security of the cell-attachment procedure of LDACS by applying the symbolic model checker Tamarin (Meier et al., 2013).

2 THE LDACS CELL-ATTACHMENT PROCEDURE

We focus on the cell-attachment procedure, combining the cell entry procedure and certificate based Station to Station (STS)-MAKE protocol for LDACS as defined in (Mäurer, N. and Bilzhause, A., 2018) and updated in (Mäurer et al., 2021b).

2.1 High Level Security Objectives

In (Bilzhause et al., 2017) the authors originally identified five objectives for LDACS, which were later extended to nine in the LDACS Standards and Recommended Practises (SARPS) endorsed by ICAO (International Civil Aviation Organization (ICAO), 2018b). These objectives originated from previous threats- and risk analysis (Mäurer and Schmitt, 2019) of threats to ground- or aircraft stations. Within these works, concrete attack examples were given as, e.g., transmission of forged Automatic Dependent Surveillance-Contract (ADS-C) messages from aircraft to ground, hence falsifying the direction, position or velocity of an aircraft or the transmission of forged ATS or AOC messages, resulting in possibly dangerous flight instructions in digital voice or Controller–Pilot Data Link Communications (CPDLC) messages.

Attacks accomplishing these tasks are either to (a) falsify genuine messages, e.g., change the message content, sender or recipient, (b) to completely forge messages or (c) repeat genuine messages unchanged, but at a point in time, they are not valid anymore. To combat such attacks, security controls such as authentication and integrity checks of messages via Message Authentication Codes (MAC) and sequence numbers and timestamps in messages must be put in place. However, to enable these message integrity- and authenticity checks, trust has to be established between communication partners and the establishment of a shared session key between authenticated stations is required. Finally, the cell-attachment procedure needs to be executable, which is formulated as a provable lemma in Section 4.2.

2.2 Security Objectives

The radio link technology is the first point of contact between aircraft and ground (International Civil Aviation Organization (ICAO), 2015). Hence, the objective of the LDACS cell-attachment procedure is to establish mutual trust between any two parties AS and GS and a shared session key $K$ between any two parties AS and GS, in which they can have “mutual belief”. Following the hierarchy of authentication and key establishment goals of Boyd et al. (Boyd et al., 2020), this mutual belief goal can be split up into the sub-goals entity authentication, key confirmation and good key, which we model via the lemmata Mutual Authentication, Secure Key Establishment and Perfect Forward Secrecy. Table 1 summarizes the attacks on the cell-attachment procedure, security controls defending against these attacks and the corresponding lemmata.

The objectives of the cell-attachment procedure can be summarized in the form of objectives and lemmata as follows:

**O1* - Mutual Authentication**: Both parties can be
Table 1: LDACS MAKE protocol - Attacks & Controls.

<table>
<thead>
<tr>
<th>Attack</th>
<th>Security Requirement</th>
<th>Proof Lemma</th>
</tr>
</thead>
<tbody>
<tr>
<td>Unknown key share</td>
<td>Each party shares the key with the party it intended to</td>
<td>Secure Key Establishment</td>
</tr>
<tr>
<td>Man in the middle</td>
<td>Each party shares the key with the party it intended to</td>
<td>(Mutual) Authentication</td>
</tr>
<tr>
<td>Eavesdropping</td>
<td>The key is secret between the two parties</td>
<td>Secure Key Establishment</td>
</tr>
<tr>
<td>Replay</td>
<td>Key freshness</td>
<td>(Perfect Forward) Secrecy</td>
</tr>
<tr>
<td>Long-term key compromise</td>
<td>Attacker can only authenticate as the station, whose keys were stolen</td>
<td>Mutual Authentication</td>
</tr>
<tr>
<td>Session key leakage</td>
<td>No other session keys (from other stations or future sessions) affected</td>
<td>Perfect Forward Secrecy</td>
</tr>
</tbody>
</table>

sure of the identity of the other and that both actually participated in this interaction.

**O2** - Secure Key Establishment: Both parties have established a shared session key, which means both parties know this key and know that they can use it for a secure communication with the other party for the duration of this session. The key must have never been used before in a session and only the two parties can know it.

**O3** - Perfect Forward Secrecy: The established session key remains secret, even when the private signing keys of the involved parties have been compromised after this session, or other sessions keys have been leaked before.

In Section 4.2 these definitions are transformed into Tamarin provable symbolic lemmata.

### 2.3 The LDACS Cell Entry Procedure

The LDACS cell-attachment procedure begins with the cell entry procedure as depicted in Figure 2. It uses the logical Broadcast Control Channel (BCCH), Random Access Channel (RACH), Common Control Channel (CCCH), and Data Channel (DCH) defined in (Gräupl et al., 2020).

Once a GS is securely connected to the aeronautical ground network, it starts sending a broadcast message called SIB, containing relevant information such as network identification, physical parameters such as channel frequencies and more. When an AS enters the cell served by that GS, it receives the broadcast message and sends a CELL_RQST message in reply. The CELL_RQST message contains a LDACS radio address. When the GS receives the CELL_RQST message, a CELL_RESP message is sent back to the AS, informing the AS about its local temporary address in the cell. After this exchange of control channel messages, both communication parties are connected and can start transmitting data in the DCH.

Note, that no cryptographic information has been exchanged, yet. This is because of the sizes of LDACS control channels: The BCCH allows for 1000 bits, the RACH 53 bits and the CCCH only for 728 bits maximum (Gräupl et al., 2020). However, since LDACS relevant parameters need to be exchanged here, the actual space to add cryptographic parameters is reduced even further. Hence, the MAKE protocol begins after the cell entry procedure using the user data channel DCH, allowing for different Diffie-Hellman key sizes and overall higher flexibility in transporting authentication data than over to the fixed-sized control channels.

### 2.4 The LDACS MAKE Protocol

After the cell entry procedure, the LDACS MAKE protocol is performed over the DCH. Table 2 defines the used notation and Figure 3 illustrates the five steps of the realized protocol.

<table>
<thead>
<tr>
<th>Notation</th>
<th>Definition</th>
</tr>
</thead>
<tbody>
<tr>
<td>msg1</td>
<td>Concatenation msg1 with msg2</td>
</tr>
<tr>
<td>IDA</td>
<td>Identifier of A</td>
</tr>
<tr>
<td>PrivaKeyA</td>
<td>Private key in PKI of A</td>
</tr>
<tr>
<td>PubKeyA</td>
<td>Public key in PKI of A</td>
</tr>
<tr>
<td>SigA</td>
<td>Signature of A with input data</td>
</tr>
<tr>
<td>tA</td>
<td>Ephemeral private key of entity A, B</td>
</tr>
<tr>
<td>g</td>
<td>Public Diffie-Hellman parameters</td>
</tr>
<tr>
<td>SAB</td>
<td>Shared Diffie-Hellman key of A, B</td>
</tr>
<tr>
<td>KDF</td>
<td>Key Derivation Function</td>
</tr>
<tr>
<td>KA,B</td>
<td>Session key of A, B</td>
</tr>
<tr>
<td>NA</td>
<td>Nonce of entity A</td>
</tr>
</tbody>
</table>

In (Mäurer et al., 2021b) sets of cryptographic algorithms for the tasks of signing, encrypting or authenticating messages were proposed. However, since this work focuses on the symbolic model of the MAKE protocol, specific cryptographic algorithms are not assigned here.
The standards from the Tamarin documentation (Basin et al., 2021) are followed while modeling.
the cell-attachment procedure. As there is no built-in role type in Tamarin, only rules and facts, roles must be modeled using state facts, linking multiple rules together by carrying the state of a role from rule to rule. This way, the roles of AS and GS are modeled.

**Roles, Instances and Sessions:** In the present model of the roles ‘AS’ and ‘GS’, it is distinguished between two levels of ‘identity’: Each role can be instantiated infinitely, identified by the public instance-variables $AS$ and $GS$. This reflects the fact, that in the real world there can be many aircraft and ground-stations. Each instance of an aircraft or a ground-station needs a public-key pair to participate in a protocol run. In the presented model, the existence of a global PKI is assumed, where every principal has exactly one such public-key pair. This is reflected in the developed and applied Tamarin model by the first rule (cf. Listing 1), which enables any $X$ to register a key-pair only once.

This is modeled via the persistent fact $!\text{Ltk}(S\text{X}, \text{ltkX})$, which stores the private long-term key $ltkX$ in the global key-store; and the fact $!\text{Pk}(S\text{X}, \text{pk}(ltkX))$, that stores the corresponding public key of $S\text{X}$ respectively. Finally the public key of $S\text{X}$ is also sent to the attacker by $\text{Out}(\text{pk}(ltkX))$.

In the applied model, each role can participate in an unlimited number of protocol runs. This is called "sessions", and they are modeled by creating a fresh session-ID at the beginning of each instance, which will be used by the instance until the end of the protocol run and helps to distinguish multiple sessions of one instance in the performed proof. Both roles start with the minimal knowledge of their own ID and their own long-term key. They get to know each other the first time, when the AS receives the broadcast message of the GS, advertising its own ID - answered by the AS with a "CellEntryRequest", accompanied with its ID.

### 3.2 Security Assumptions

In the model presented in this paper, the following assumptions about the building blocks in the LDACS cell-attachment procedure are made: The modeled cryptosystems are treated as black boxes meaning that (1) signature and (2) encryption mechanisms are assumed secure as long as the appropriate keys are unknown to the adversary. That way, it is assumed, (3) that the adversary cannot learn anything from messages he or she cannot decrypt. Also, (4) a guaranteed freshness is assumed for all generated values like session IDs or nonces. Physical properties of the communication – e.g. timing-issues of the message exchange – are not modeled and therefore (5) side channel attacks are not captured. A feature of Tamarin is (6) the unbound number of stations and therefore parallel or interleaved protocol runs by default, which allows to identify the most complex attacks on the protocol.

**Certificates:** It is foreseen, that AS and GS have certificates (handled by an LDACS PKI), signed by a trusted Certificate Authority (CA) proving their identity claim. AS and GS have all necessary public keys of respective communication partners pre-installed, to verify signatures and identity claims. Furthermore the signatures used in certificates are unforgeable under chosen-plaintext attacks (Goldwasser et al., 1988).

**Signatures:** Long term key pairs of AS and GS are used for signatures only and signatures are assumed to be strongly unforgeable under chosen-plaintext attacks (Goldwasser et al., 1988).

**Diffie-Hellman:** Shared Diffie-Hellman parameters and the choice of Diffie-Hellman Key Exchange (DHKE) variation were agreed upon, prior to the MAKE protocol. AS and GS generate a fresh public Diffie-Hellman key for each protocol run (i.e., $t_{AS}, t_{GS}$). Hence, $t_{AS}, t_{GS}$ can also serve as nonces, assuming enough entropy in the underlying random number generator for secret $x$ and $y$. Finally, independent of the choice of chosen DHKE procedure for LDACS (M"aurer et al., 2021b), the underlying Diffie-Hellman assumption is assumed to hold.

**Key Derivation:** It is assumed that the Key Derivation Function (KDF) is able to derive an arbitrary amount of strong cryptographic keys from a usually not uniformly distributed input source and define "strong cryptographic keys" as "indistinguishable from a random uniform string of the same length" (Krawczyk, 2010).

### 4 SYMBOLIC SECURITY PROOF

The defined security objectives for the cell-attachment procedure in Section 2.2 are proven with the Tamarin model presented in section 3.
4.1 Attacker Model

Tamarin follows the approach of Dolev-Yao (Dolev and Yao, 1981), where an ideal, powerful attacker is assumed. Additionally, the possibility is assumed that the adversary can corrupt any station and obtain their long-term secret (certificate), or their session keys used in different runs of the protocol. As the standard Dolev-Yao-Attacker is already built-in to Tamarin, only the Tamarin rules for the key compromise of long-term and session-keys have to be added.

Listing 2: Tamarin rules for key compromise of long-term and session-keys.

These are given in Listing 2 and enable the attacker to corrupt any agent in the model by default.

4.2 Tamarin Lemmata

In addition to the executability of the LDACS cell-attachment procedure, the security objectives O1* to O3* of Section 2.2 have to be proven, as well. All these objectives are formalized by their appropriate Tamarin lemma in the following.

Lemma 1: "Executable" (cf. Listing 3): There exists a trace where instance A in role AS participates in session \( s_A \) and instance B in role GS participates in session \( s_B \). A is requesting B for cell entry, both are starting the protocol by exchanging \( i_{AB} \) and \( i_{GS} \), and finally both admit by having the same shared data.

Listing 3: Lemma 1.

Listing 4: Lemma 2.

Listing 5: Lemma 3.

Listing 6: Lemma 4.

4.3 Result

For evaluation purposes the Tamarin prover version 1.6.0 in automatic mode was used to prove the four lemmata presented in Section 4.2. The verification took 36.159s on a Ubuntu 18.04 Laptop with an Intel(R) Core(TM) i7-8650U CPU and 16GB of RAM. All four lemmata could be verified without interaction.

The source code of the Tamarin model is available for download at GitHub.

1. In Table 3 the Tamarin prover version 1.6.0 in automatic mode was used to prove the four lemmata presented in Section 4.2. The verification took 36.159s on a Ubuntu 18.04 Laptop with an Intel(R) Core(TM) i7-8650U CPU and 16GB of RAM. All four lemmata could be verified without interaction. The source code of the Tamarin model is available for download at GitHub.

output for each lemma is presented. The scope column states which type of proof has been done: ‘exists-trace’-proofs verify, that the given property or lemma holds at least for one trace of the protocol; ‘all-traces’-proofs respectively verify that the property holds for all traces. The last column gives the number of verification steps that were executed by Tamarin to verify the lemma.

Table 3: Tamarin verification results.

<table>
<thead>
<tr>
<th>Lemma</th>
<th>Scope</th>
<th>Result</th>
<th>Steps</th>
</tr>
</thead>
<tbody>
<tr>
<td>Executable</td>
<td>All-traces</td>
<td>✔️ Verified</td>
<td>20</td>
</tr>
<tr>
<td>Mutual Authentication (O1*)</td>
<td>All-traces</td>
<td>✔️ Verified</td>
<td>29</td>
</tr>
<tr>
<td>Secure Key Exchange (O2*)</td>
<td>All-traces</td>
<td>✔️ Verified</td>
<td>1158</td>
</tr>
<tr>
<td>Perfect Forward Secrecy (O3*)</td>
<td>All-traces</td>
<td>✔️ Verified</td>
<td>43</td>
</tr>
</tbody>
</table>

As all lemmata have been proven to hold, all required security controls of the LDACS cell-attachment procedure defined in Table 3 also hold.

5 DISCUSSION AND CONCLUSIONS

The achieved results show that the LDACS attachment procedure, consisting of cell entry procedure and modified STS MAKE protocol is secure in fulfilling (1) mutual authentication, (2) secure key agreement (3) perfect forward secrecy for subsequent key material, (4) consistency, and (5) executability. Many of the assumptions from Section 3.2 rely on the secure setup and operation of the underlying LDACS PKI. For instance, the assumed impossibility of unauthorized key registration with a spoofed ID, the privacy of private signing keys, storage limits and an autonomous registration of station public keys are all dependent on the way the PKI is set up and how keys are transported. In addition, similarities between the LDACS PKI and AeroMACS PKI (Crowe, 2016) are assumed. As this is a requirement for the proposed LDACS cell-attachment procedure to work as intended, due to the corroboration of identity and public keys and trust established within the chain-of-trust model that the PKI uses, it is reasonable to assume such a PKI to be built for LDACS. However, already the second assumption of a trustworthy CA, proves difficult in practice, with many examples where intermediate sub-CAs were compromised in the past (Roosa and Schultze, 2013). As there is no such incident reported for the AeroMACS PKI as of yet and with ICAO’s efforts to establish their own aviation PKI (Patel, 2016), the underlying PKI infrastructure will likely become more robust in the future.

The contribution of this paper is the formal proof of the security of the LDACS cell-attachment procedure. Using the symbolic model checker Tamarin, a mathematical, formal model of this procedure was built, focusing on the cryptographic aspects of the procedure. Tamarin proved that the cell-attachment is secure in the symbolic model and is proven to have no design flaws in its architecture. This constitutes an important step for the development of the general LDACS cybersecurity architecture since authentication and key establishment are the most crucial steps in establishing secure wireless communication. For future research, the investigation of the agreement procedure for Diffie-Hellman parameters, as well as control channel security for the control channels of LDACS, are interesting, open tasks.
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